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1. Themes 

1. Defence techniques and cyber analysis  

2. The role of CERT teams 

3. The main cyber threats 

4. Basic principles of strategic communication 

5. Elements of the strategic communication plan 

6. Stages and forms of Intelligence analysis 

7. Types of analysis used by Intelligence services and categories of analysts 

8. Proactive services provided by CERT teams 

9. Preventive public services 
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